Fake phone calls

After speaking to a few of our customers and then reading about other people’s experiences
with persistent fake callers pretending to be from BT, Microsoft and other establishments,
we thought that we might just add some advice for any of you in a similar situation.

Please remember that none of the phone or email companies (ISPs) will evergfone you
without your prior knowledge of that phone call and none of them should ing to
you that your computer is not secure or is sending out any kind of malig —if there

attitude towards a phone call, so never feel pressured.

If you are unfortunate enough to be on the receiving engmag more of these phone

trust any cold caller.

Remember that the likes of Micros
computer protection, broadban
genuinely want to contact y
companies yourself and t
companies when you e gfgepuine problem.

Often and from exyrience, you might suddenly receive a phone call from someone

from a differe y that is suggesting that your computer has a major issue — they then
allege thatghey c ssist you and will offer a remote connection. Do NOT accept their
remote tion because they will very likely install a "backdoor™ access for them into

If in any doubt, simply contact Dibtech Computers and discuss the apparent problem with us
and we will genuinely assist you.
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